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What is Malware?

“Malware is software that is specifically designed to 
disrupt, damage, or gain unauthorized access to a 

computer system.”

This definition is taken directly from 
Google!
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and span as far as taking 
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Virus: Most malware is commonly 
referred to as a virus and 

transported over a legitimate form 
of media. This makes it hard to 
detect and easy to do a lot of 

damage. This can range from adware 
to much more devastating payloads.

Worm: A virus but focused on 
networks. Both a virus and 
worm can replicate but a 

worm can easily take over an 
entire network through one 

vulnerability.

Ransomware: Designed to 
completely lock a system 

down and prevent users from 
accessing data. Ransomware 
usually asks for some sort of 

payment or “ransom” to 
unlock systems.
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More extreme organizations can 

inflict physical and financial 
damages. 
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Who uses Malware?

For the purposes of this demonstration, we 
are going to act as a Script Kiddie…

Script Kiddie: The lowest level of 
sophistication in comparison to the 
other two. While still being able to 
cause major damage to computer 

systems a Script Kiddie is known to 
use premade tools to disrupt 

systems and existing architecture.We will not be creating a tool from scratch; 
we will be generating a payload using an 
accessible tool. We will than deliver that 

payload through an easy means of delivery.



Disclaimer!

This is for educational purposes only. Anything taken and learned from this PowerPoint may 
not be used under any malicious intent. Should any malicious activity be done using the 

knowledge gained from this presentation, I (Rhomanie Taylor) am not liable to any damages 
caused to the victim party. All computer systems in this presentation and demonstration are 
owned entirely by me or have been given explicit permission from parties to test the security 

of their systems.

ONLY WORK ON SYSTEMS YOU HAVE EXPLICIT 
PERMISSION TO USE OR OWN



What type of malware are we making today?

We will be creating a 
Trojan, more specifically a 

RAT that can be made 
persistent.

RAT: Remote Access Trojan. A 
type of Trojan that allows for 

remote access to a victim 
system.

Trojan: A type of program acting 
as a legitimate program but truly 
performing illegitimate activities. 

It is putting on a masquerade 
much like the Trojan Horse from 

the Greek Era.

Persistence: The ability to 
constantly reconnect to a host 
system even after the system is 

powered down.



What will be used to make it?

We will be using Veil Framework to craft our payload.

https://github.com/Veil-Framework/Veil
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Final Words

It’s easy to see how a GitHub Repository can host such dangerous 
tools. Anyone with access to the internet can easily begin taking 
over systems and sending malicious software across the internet.

It always pays to be vigilant and look for the warning signs and 
when downloading applications even if it is from a trusted 
individual. 

More sophisticated malware can remain undetected for months at 
a time. Keep learning and keep hacking!


